
UPLIFT YOUR ORGANISATIONS PROTECTION 

AND IMPLEMENT SECURITY TECHNOLOGIES IN 

LINE WITH BEST-PRACTICES

Protect and defend against evolving cyber threats by 
implementing core security technologies in line with Microsoft 
best practices, CIS Critical Controls and the ASD Essential 8. 
Arinco’s Microsoft 365 Environment Security Accelerator 
supports your organisations to rapidly deploy and configure core 
security services and features which protect key Microsoft 
products such as Outlook, SharePoint, and OneDrive Windows 
Endpoints, the Entra ID identity platform and cloud applications.
Security services or features include:
Intune
Defender for Endpoint
Defender for Identity
Defender for O365
Defender for Cloud Apps
Entra ID PIM and Conditional Access
Entra ID Identity Protection

Why customers use this 
accelerator:
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Microsoft 365 Security 

Accelerator

Maximise investment in E3 
or E5 licensing by ensuring 
features and services are 
deployed

Start the journey to align to 
the Essential 8 or CIS Critical 
Control frameworks

Accelerate the deployment 
of technology using skills 
which aren’t available in-
house

• Product Overviews

• Design Criteria

• Success Criteria

• Deployment Overview

• Test Plan

Pilot deployment of the 
Microsoft Security Suite, 
covering threat detection 
and controls across:

• Identity
• Endpoints
• Applications

• Deployment of 
automated incident 
response capabilities

• List of processes for 
ongoing management

High Level Design 
Documentation

Microsoft Technology 
Deployments
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