
REVIEW YOUR PROTECTIVE CONTROLS FOR 

ENDPOINTS, APPS AND IDENTITIES

Arinco’s Microsoft 365 Environment Security Assessment 
identifies security configuration changes or features within 
Defender products and M365 services which can be updated to 
make the organisation more secure.

We use industry sources, automation tools, and our design, 
deployment and operational experience to quickly assess your 
environment.

We produce targeted, actionable recommendations aligned to 
the Essential 8 and CIS Critical Control framework which also 
factor key people and process improvements.

Our assessment reviews gaps across Intune, Defender for 
Endpoint, Defender for Identity, Defender for O365, Defender for 
Cloud Apps, Purview, Entra ID and SP, Teams and OneDrive 
admin portals.
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Microsoft 365 Security 

Assessment

Why customers use this 
assessment:

Maximise investment in E3 or 
E5 licensing by ensuring 
features and services are 
deployed

Start the journey to align to 
the Essential 8 or CIS Critical 
Control frameworks

Validate that the environment 
is secure

Quickly action findings using 
prioritised, tangible 
recommendations

Improve Microsoft secure 
scores

• Environment discovery

• Workshops and 
automated assessment 
tools

• Data analysis

• Draft findings, 
recommendations and 
priority

• Detailed findings and 
recommendations walk-
through

• Next steps

Workshops Report Presentation
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